Journal of Advanced Research in Technology and Management Sciences
Volume: 01 Issue: 03 ISSN: 2582-3078 November 2019
Available online at: http://www.jartms.org

Electrical System Observation and Supervision using IOT

Jyothilal Nayak Bharothu?, KV V N Bhaskar?, P Srikanth® & B N V Satish Kumar Kolla*
1.23&4 Faculty of Electrical & Electronics Engineering Department, Sri Vasavi Institute of Engineering &
Technology, Nandamuru, Pedana Mandal, Krishna dist, AP, India.

Abstract-- With each upgrade in Internet as far as speed and transmission capacity, 10T (Internet Of things) is taking the
showcase on another hub and thumping the entryway with new chances of inventions. This paper discusses a vitality sparing
electrical system observation and supervision framework using IOT. An enormous measure of vitality is devoured by lighting
apparatuses, so making improved productivity and brisk shortcoming identification is a critical challenge. In this work, two
unique model methodologies are pursued relying upon the idea of application. For little regions or restricted premises IEEE
802- 2016 standards remote innovation is utilized where every one of the machines is associated with a typical Wi-Fi network.
In the subsequent model like road light shaft where number of machines becomes just in one course, wired setup is utilized to
stay away from range issue.

Index Terms— Electrical systems, 10T, IEEE 802-2016 standard, supervision system etc.

I. INTRODUCTION

HIS IOT is arrangement of related sensors, registering and advanced gadgets spread over the globe over the web which can

convey among them to share and move data utilizing special id which is doled out to each and each gadget, as UIDs

(Unique ldentifiers).With the developing of various business premises and social orders, the concentration to mechanize
these premises have expanded definitely. Likewise the developing traffic mess in the urban areas has pushed everybody towards
a superior and progressively solid electrical control framework. An easy to use web application and portable based observation
and control framework associated with 10T cloud server is utilized here for more vitality conservation and early goals in the
event of any flaw identification. In this new developing period where keen urban areas are taking into shape, the exertion for
ideal vitality based traffic sign and light control framework has picked up pace. So exertion has been taken to give a dependable
furthermore, easy to understand application for simple to utilize and screen the electrical gadgets.

Il. USE OF 10T

IOT has extraordinary use in a large number of the fields, for instance:

1) Smart Exam dependent on 10T to get to understudy trouble what's more, incapacity to endeavor test questions. This
framework permits dissecting the capacity of understudy to comprehend guaranteed theme or branch of knowledge [1]

2) Patient wellbeing observing application from remote spot in light of 10T [2].

3) Now days, vehicle checking framework is created to get the live input of vehicle development and track its execution
[3].

10T has likewise given open door for criticizers for an open banter on security on utilizing 10T, as it move information
into an open cloud framework. Appropriate consideration and precautionary measure should be taken so as to actualize 10T [4].

I1l. RESEARCHER’S OVERVIEW

ESP module [5] and Wi-Fi based remote control programmed reconnaissance framework is clever and gives a sheltered, secure
and practical route for indoor and open air electrical gadget control and observing.

Lion's share of the road lights have utilized LDR based control framework [6] which turns on the road lights in night
furthermore, kills the road lights in day. Road light or the one reason light framework still expends lot of power when there are
not many vehicles around or no individuals in the workplace, as the new structure is better in giving the choice to physically
screen and control through versatile or online entrance. At the same time, giving input of the defective gadgets through sensors
to the concerned specialist to rapidly fix the issue might be advantageous to the end client.

Numerous frameworks have been created based advances like GSM [7] and Zig bee [8]. GSM modem which needs a dynamic
SIM to send/get SMS through microcontroller. Here the road controller 89C51 is associated with GSM modem through its
UART port (Serial Ports).SIM card utilized in the GSM module might be undermined with certain hazard and furthermore the
expense of growing such framework is very high. Security algorithm adopted in GSM (for example A3, A5) is all not uncovered
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calculations. The analysts have demonstrated that these calculations can't demonstrate 100% security. Finally, without fail, the
GSM module sends a sign through SMS a base parity must be kept up in every individual GSM module of the associated
system. So there is an overhead upkeep cost included. Zig honey bee module is costlier in nature when contrasted with Node
MCU which is extremely lesser as analyzed.

Numerous architectures have been created to actualize remote framework. Correlation outline is given in Table I.
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Table.1: Diverse WIRELESS ARCHITECTURE

Node MCU Wi-Fi chips are a very lesser in expense than contrasted with other contemporary chips. This chip is manufactured
by Chinese organization [5] which has in assembled MCU and TCP/IP layer. The key center territory of this is modest cost,
lesser power utilization than different controllers and dependable execution. There is different utilization of Node MCU like
home robotization, electronic item and medicinal hardware.

The proposed observation and supervision framework in this paper is isolated into two classes

1) On basis

2) Uni directional.

In spite of the fact that both the classes have same reason yet contrast in the framework plan. One directional spotlights for the
most part on long separation control like traffic signals which chips away at wired correspondence through its Master Controller
(Raspberry Pi) [9]. This pi has a few infolyield pins which are associated with gadgets. Further pi is associated with Cloud
server to process the information and send data to end client in portable or web application. One reason utilizes Node MCU
module to convey to Master controller over the HTTP convention through web to distinguish the defective gadgets in the
framework.

The Node MCU as appeared in Fig.1 has absorbed TCP/IP convention that can give any microcontroller entrance to the Wi-Fi
arrange that supports 2.4 GHz Wi-Fi (802.11 Wi-Fi measures). Hub MCU is able to do either interfacing to a current remote
association or facilitating an application over http convention. Every Node MCU module comes pre-modified with an AT order
set firmware which implies one can essentially connect this up to your Raspberry Pi gadget and get about like Wi-Fi shield.
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Fig.1. Node MCU Module model
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Table 2. Contrast between Node MCU & WI-FI

Here for this task I have utilized Raspberry Pi as a Master controller for its slave (electrical gadget). Raspberry Pi
Model B detail [10] are ATmega 328 microcontroller, input voltage 7 to 12v,DC current 40mA, working voltage at 5V, 20V
point of confinement of information supply voltage, 40 GPIO pins, 32Kb streak memory. Raspberry Pi can be fueled through
USB association or outside power supply, with the range 7 to 12 volts. Raspberry Pi has information and yield pins which might
be utilized as power hotspot for different gadget. A Software Serial library takes into account sequential correspondence on any
of the input/yield computerized pins. The Arduino gives an IDE to programming the Raspberry Pi board, this Arduino IDE can
be downloaded from the Arduino official site which is permit free. This IDE is bolstered for each result of Arduino segments.
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Fig.2. Raspberry Pi- Micracontroller expansion panel

The GPIO pins are additionally extended utilizing multiplexer MCP23008. This comes helpful on the off chance that where
many road lights should be associated with Master Controller raspberry Pi.

Fig. 3. MCP 23008 Multiplexer panel board

Ace controller is associated by means of Cloud server to Mobile application with graphical portrayal or a Web application
which can get to from anyplace. The application is created utilizing Node RED. Hub Red gives highlight to relocate association
with interface various gadgets on application. This assistance in fast improvement of the application.

IV. NETWORK OUTLINE
As referenced before the entire framework is separated in two classes.
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On basis network: Fig.4shows the square graph of proposed ESP module based reconnaissance and control framework. It
comprises of road lights, sensors to identify stream of current, relay to control the on/off of the gadget and a 5 V control supply
converter and hub MCU at the slave end (electrical gadget). Sensors are utilized to control electrical machine and send the
simple sign of the earth to the framework and play out the related errand. Ace end comprises of Raspberry Pi 3 controller
associated with Internet association. The motivation behind.

Microcontroller is to take the information from all the road lights through Wi-fi association and convert them into sequential
correspondence. The sign is moved through the sensors to Node MCU which in turns transmits the sign remote to ace control
terminal. Ace controller distinguishes the sign and perform fitting errand on the off chance that there is identification of
disappointment of road lights. The transmission framework includes Hub MCU at electrical gadget end which gets data however
sensors appended to the gadget. At the opposite end, ace controller (Raspberry Pi) which gets data remote and send the
information to a focal observing framework. Web application shows the graphical portrayal of the got information from the
electrical gadgets.
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Fig. 4. Block diagram of Wi-Fi based observation and supervision network (On Basis network)

Uni-directional: This is the situation of traffic road lights [11] which develop in number in one course. So this is unique in
relation to the one reason as here we have challenge of correspondence run. As remote association extend (switch or then again
Node MCU) is in meters, so it is unimaginable to expect to use in situations where Wi Fi association is require in Kilometers.
Also, to make the framework solid wired association is utilized to interface Master Controller Raspberry Pi to the road light
gadget. This Pi is turn is associated with Cloud server and web application. - Fig.5 demonstrates the square chart of proposed
reconnaissance and control framework for one directional framework.
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Traffic Light Surveillance Control

Fig. 5. Block diagram of Wi-Fi based observation and supervision system (Uni Directional )

1. Ace Controller: It acts like mind for the entire gadget control and checking framework. Raspberry Pi gets what's more,
transmits motion toward and fro slave hubs over wired association. Simultaneously it sends the criticism to a focal
observing application for visual presentation of the status of various electrical gadgets.

Master
|:> Controller

Control Center

Fig. 6. Receiver flow Diagram

2. Slave Node: Each light controller is associated with ace controller to send and get data about the status of the gadget. In
view of the flow sensor identifier which is associated with electrical gadget, signal is send to the Ace controller about
the working status of the gadget. On the off chance that any sign is send from the ace to the slave, at that point the
applicable activity is performed dependent on the information got.

LED Lamp
LED Driver Master
Aoand Controller

i

Fig. 7. Transmitter flow Diagram
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3. Web Application: Web application is utilized to show the status of the electrical gadget in an easy to use way. Client can
likewise send signal from this web application to the gadget so it very well may be controlled remotely. This
application can speak with the ace controller through HTTP convention.

4. Programming used: AVR studio and Node Red are the two advancement instruments that are utilized in this undertaking.
Implanted level coding is done through AVR studio and Node Red is utilized to create online application.

V. ALGORITHM

Algorithm 1: Controlling Electrical device from Web

application

Notation

Pub: Publisher

Sub: Subscriber

Trigger: Turn on the device from web application

1. Microcontroller receives message from web application through Subscriber (Sub) message.

2. Microcontroller encrypts the message for the client id of the needed electrical device

3. Publisher finds the client id of the needed device and sends the message to particular device over Wi Fi signal

Algorithm 2: Sending fault alert from Device to web
application
Notation
Pub: Publisher
Sub: Subscriber
Trigger: Send fault signal from device
1. Current sensor senses the fault in electric current flow and alerts the publisher to send message to Subscriber for the
fault.
2. Micro Controller receives this message from device over HTTP protocol using MQTT message.
3. Controller then sends the fault signal to other Subscriber over HTTP protocol.
4. Web application receives this fault signal and displays
on the web portal.

Select Suitable Wireless MCU
which works on ICT

Design an Web Application which
connects electrical devices

rigger any device from web
application

Current sensor detects
and sends message to
subscriber

IS there Any
Fauilt

Yes

Publisher send signal
to subscriber

Figure 8: Flowchart of the algorithm for the system
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VI. CONCLUSION

This 10T based gadget reconnaissance and control framework is solely used to keep reconnaissance on the electrical gadgets
working condition and furthermore to control the on/off usefulness from a focal remote area. The structured framework works
proficiently for both indoor and open air lighting. From one viewpoint it improves proficiency of the

framework by sending ready sign if there should arise an occurrence of any deformity and on the other hand it definitely lessens
the electric vitality utilization by giving focal power over the apparatuses. The graphical App based versatile controlling gives
an easy to understand and effectively available stage to the client. This framework can be introduced as vitality productive
framework to control road light that requires a great deal of vitality and necessities manual intercede.

Future Scope
The framework can be additionally used to upgrade to screen the complete traffic framework like:

* Reading Number plates of vehicles: - MATLAB or
Open CV can be utilized to further upgrade this framework to naturally peruse Number plates of Vehicles.

+ Challan the vehicles for over speeding :- in the event of criminal traffic offense or over speeding, challan can be

naturally issued through camera observing and recording clasps can be put something aside for future reference.

* Trespassers location: - Trespassers can be followed if discovered liable.

* Real time arrangement of sensors to plan and actualize HMIS[HealthCare Management Data System]

* Live video input to traffic control focus: - Live video gushing can be screened on to the application to a focal observing group.
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